Letters to the Editor

Dear Editor,

Recently your newsletter stated that spam should be banned because it costs consumers countless hours in wasted time and is incredibly frustrating. Additionally, you noted that experts estimate that spam accounts for more than 70 percent of all e-mail and costs businesses over $10 billion a year, costs which are passed on to consumers. 

While I am as frustrated with spam as you are, I do not believe it should be made illegal. Would you make television or radio advertising illegal? Spam is a kind of advertising and banning it entirely would set a bad example.

I believe the solution is to go after the criminals, not everyone who sends advertising over the Internet. Congress continues to pass laws making it difficult for criminals to use spam to commit crimes. Law enforcement agencies are becoming more effective in enforcing those laws. And companies are developing better software to filter all spam, not just the illegal kind. Most important, the consumer and computer user need to stay informed. 

I believe the best solution to the problem of spam is to educate the consumer.

Jennifer Anderson 
How to Avoid Spam

by Celia Macuk

How do companies get your e‑mail address in the first place? Most of the time spammers “harvest” e‑mail addresses from other sources. According to the FTC, the most common practice is to use e‑mail addresses from chat rooms. 
What can you do to control spam?

Don’t respond. This tells spammers your address is active. Many times the person sending the e‑mail isn’t the spammer, but the victim. 

Block spam. Use a firewall or blocker. A firewall is typically a hardware solution. A spam blocker is software that filters out spam. Spam blocker software is not very expensive. You can even find free spam blocker software. When you consider the cost of spam, even paying money for blocker software can save you money in the end.

Report spam abuse to the FTC. There are laws about spam. Help the FTC to enforce them. Send the full header of the spam to the FTC. Go to the FTC site for more information.
Use a second e‑mail account.  Use one account for family and friends and another for chat rooms or sites that ask you to register. You can often obtain free e-mail accounts through your Internet service provider and Web portals such as MSN Hotmail and SBC Yahoo.
Use common sense. Although the Internet is generally a reliable way to exchange information, criminals keep looking for new ways to use the technology to commit crime. Do what you can to stay one step ahead of them. Update your software, check your system for viruses and spyware, protect your private information, and do not open any e-mail that is suspicious.






